SSH LOGIN WITH PRIVATE KEY

To connect to the VM using Putty,

1. Specify username and IP address in the Host Name (or IP Address) field.
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Basic options for your PUuTTY session

- Specify the destination you want to connect to

Host Name (or IP address) Port
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2. On the left navigation bar, go to Connection > SSH > Auth

3. Browse and select the Private Key file (.ppk), populate the field Private key file for
authorization with the path to the private key file.
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Options controlling SSH authentication

Display pre-authentication banner (SSH-2 only)
[] Bypass authentication entirely (SSH-2 only)

Authentication methods
Attempt authentication using Pageant
[] Attempt TIS or CryptoCard auth (SSH-1)
Attempt "keyboard-interactive" auth (SSH-2)

Authentication parameters
Allow agent forwarding
[] Allow attempted changes of username in SSH-2
Private key file for authentication:

|E:\Users\gautam\SpaceX\soﬂwa re\progre
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Open Cancel

4. Click and select Allow agent forwarding.

5. Click Open to connect to the instance



